Internet Security Tips:
1> Set a strong  password :

Password with combination of character, number and special character is considered strong password.

2> Split your emails:

Rather than linking Facebook, Twitter, newsgroups, forums, shopping and banking sites to one email address, use multiple addresses. As a minimum, use one for social activities and one for financial business.

3> Use Private Internet only

Never, under any circumstances, use a public network for financial transactions. Only send your personal and financial details over a network you've set up yourself, or one you know to be secure. Who knows what horrors are lurking on the hard disk of that internet cafe machine, or somewhere between it and its internet access point? Hackers have also been known to set up laptops to broadcast networks with names such as 'Free Internet Access' in hotels. They'll let you pass internet traffic through them and harvest any juicy details as you type.

4> Beware of winning big prize and gifts through e-mails.

In this world nothing is free .So do not click in this type of mail. They are source of malware.
5> We've found a virus

Bogus security experts call unsuspecting PC owners claiming they've found a virus on their hard drive. All you need do is pay a fee and they'll remotely remove the nasty. In reality, the scammers are just working through phone lists, planting the seeds of fear and then collecting bucket loads of cash.

6> Stop redundant services

The more software and services you're running, the greater the risk you could be compromised. Be ruthless – delete or deactivate applications and services you don't use. This will reduce the number of ways into your machine that are available to hackers.

7> Enter your own URLs

Never follow links to URLs emailed to you and don't Google your bank's address. Google can be tricked into moving spoof sites up its rankings table by criminals looking to entice people to sites designed to harvest logon   details. Enter important URLs yourself.

